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DICHIARAZIONE GENERALE DI POLITICA PER LA SICUREZZA DELLE INFORMAZIONI E PER LA QUALITÀ 

 

La nostra organizzazione si occupa di “EROGAZIONE DI SERVIZI DI CONSULENZA INFORMATICA. PRODUZIONE DI 

SOFTWARE CONNESSI E NON CONNESSI ALL'EDIZIONE E DI DISPOSITIVI IIoT (INDUSTRIAL INTERNET of THINGS). 

PRODUZIONE E GESTIONE DI PIATTAFORME CLOUD. NOLEGGIO E VENDITA DI COMPONENTI HARDWARE E SOFTWARE 

DI PRODUZIONE PROPRIA O DI TERZI”. 

 

POLITICA APPROPRIATA ALLE FINALITÀ DELL’ORGANIZZAZIONE 

 

Consapevoli che i dati del cliente, i risultati della loro analisi, gli indirizzi suggeriti al cliente e i metodi di indagine 

(algoritmi statistici di analisi) costituiscono informazioni il cui valore rappresenta il patrimonio aziendale della 

nostra organizzazione e di quella del cliente, abbiamo implementato un sistema di gestione per la sicurezza delle 

informazioni e per la qualità prevedendo la messa a punto di tutti i controlli di sicurezza applicabili al trattamento 

delle informazioni. 

 

POLITICA PER FISSARE GLI OBIETTIVI DI SICUREZZA DELLE INFORMAZIONI 

 

Grazie all’implementazione del sistema di gestione, abbiamo determinato gli obiettivi di sicurezza delle informazioni 

che ci vedranno impegnati, in ciascun processo aziendale, alla preservazione della: 

▪ Riservatezza dei dati rilasciati dal cliente. 

▪ Integrità delle informazioni rilasciate dal cliente e quelle relative alle procedure di trattamento dei dati che 

impieghiamo per effettuare le analisi. 

▪ Disponibilità di tali informazioni alle persone autorizzate alla loro gestione e al loro impiego. 

 

POLITICA PER L’IMPEGNO AL RISPETTO DEI REQUISITI APPLICABILI 

 

L’impegno dell’alta direzione e di tutti coloro che a vario titolo sono coinvolti dalle attività del sistema di gestione è 

quello di rispettare tutti i requisiti previsti dalla Norma Internazionale ISO/IEC 27001:2022. Per questo, l’alta direzione 

assume l’impegno di esercitare la leadership secondo quanto stabilito da tale Norma. 

 

POLITICA PER L’IMPEGNO PER IL MIGLIORAMENTO CONTINUO DEL SISTEMA DI GESTIONE 

 

Il patrimonio informativo del cliente e quello relativo al know-how della nostra organizzazione costituiranno d’ora 

innanzi i punti focali dell’impegno di tutti. Un impegno assunto da tutti e da ciascuno.  

 

Tale impegno sarà manifestato attraverso le “performance di sicurezza” che dovranno dare evidenza di quanto la 

nostra organizzazione ed il nostro sistema di gestione della sicurezza delle informazioni siano efficaci nel registrare 

un miglioramento continuo. 
 

La politica è pubblicata sul sito internet dell’organizzazione. Di seguito riportiamo il testo della Politica generale per la 

sicurezza delle informazioni, specificando che tale “Politica generale” si accompagna a politiche specifiche per 

argomento, inserite nelle procedure per essere comunicate e sempre disponibili al personale che esegue le attività 

operative. 
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POLITICA PER LA SICUREZZA DELLE INFORMAZIONI E PER LA QUALITÀ 

Premessa 

 

L'Alta Direzione di Digiplus S.r.l. riconosce che la sicurezza delle informazioni e la qualità sono fondamentali per il 

successo e la reputazione della nostra azienda. I dati dei clienti, i risultati delle analisi, gli indirizzi suggeriti e i metodi 

di indagine (algoritmi statistici di analisi), il mantenimento degli standard della qualità per la gestione dei processi 

aziendali, costituiscono informazioni il cui valore rappresenta il patrimonio aziendale, sia nostro che del cliente. 

 

Politica 

 

A tal fine, l'Alta Direzione si impegna a: 

• Proteggere la riservatezza, l'integrità e la disponibilità delle informazioni 

• Implementare e mantenere un Sistema di Gestione per la Sicurezza delle Informazioni (SGSI) conforme alla 

norma ISO/IEC 27001:2022. 

• Implementare e mantenere un Sistema di Gestione per la Qualità conforme alla norma ISO 9001:2015. 

• Fissare obiettivi di sicurezza per la riservatezza, l'integrità e la disponibilità delle informazioni. 

• Fissare obiettivi della qualità. 

• Assicurare che tutti i dipendenti siano consapevoli delle loro responsabilità in materia di sicurezza delle 

informazioni e della gestione della qualità aziendale. 

• Fornire le risorse necessarie per l'implementazione e il mantenimento del Sistema di Gestione Integrato 

Sicurezza delle Informazioni e Qualità 

• Migliorare continuamente il Sistema di Gestione Integrato Sicurezza delle Informazioni e Qualità 

 

Obiettivi di Sicurezza 

 

Gli obiettivi di sicurezza specifici includono: 

• Preservare la riservatezza dei dati rilasciati dal cliente. 

• Garantire l'integrità delle informazioni rilasciate dal cliente e quelle relative alle procedure di trattamento 

dei dati che impieghiamo per effettuare le analisi. 

• Assicurare la disponibilità di tali informazioni alle persone autorizzate alla loro gestione e al loro impiego. 

 
Obiettivi di Qualità 

 

Gli obiettivi di qualità specifici includono: 

• Operare in maniera sicura e con il massimo rispetto per l’ambiente a garanzia della sicurezza e della tutela 

ambientale dei lavoratori, dei clienti e della comunità. 

• Realizzare, adottare e mantenere attivo un Sistema di Gestione Qualità conformemente alla Norma ISO 

9001:2015, certificando il sistema da ente accreditato. 

• Identificare periodicamente i possibili pericoli delle proprie attività e servizi, analizzare i rischi associati e 

valutarne le conseguenze per la salvaguardia dei lavoratori in conformità con le Norme di Legge in vigore. 

• Adempiere a tutte le prescrizioni presenti e future della legislazione sulla sicurezza e ambiente e sulla 

prevenzione dei rischi di incidenti e della tutela ambientale nazionale, regionale e locale, nonché agli 

obblighi volontariamente sottoscritti con le parti interessate. 

• Valutare in anticipo e identificare periodicamente i possibili pericoli dei prodotti, delle attività e dei servizi. 

• Gestire consapevolmente i propri processi aziendali nelle fasi di operazione normali e di transizione, al fine 

di tenere sotto controllo, eliminare ove possibile e minimizzare progressivamente, ogni significativo rischio 
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d’incidente in accordo con l’attuale stato della conoscenza tecnologica per quanto economicamente 

praticabile e nella logica del miglioramento continuo; 

• Progettare e gestire le modifiche di attività, o processi allo scopo di minimizzare i rischi associati.

• Comunicare appropriate informazioni ai fornitori per assicurare il loro coinvolgimento nell’applicazione dei

principi della presente politica della Qualità.

• Informare i clienti sulle modalità di Qualità da adottare per il corretto utilizzo dei nostri prodotti.

• Definire una adeguata struttura organizzativa, allocare le necessarie risorse per assicurare l’applicazione

dei principi della presente politica, verificarne periodicamente il grado e l’efficacia di applicazione.

• Definizione delle necessità del cliente: con una valutazione accurata di ogni contratto si definiscono

esattamente le esigenze del Cliente e le si soddisfano.

Impegno al Rispetto dei Requisiti 

L'Alta Direzione e tutti i dipendenti si impegnano a rispettare tutti i requisiti previsti dalla norma ISO/IEC 27001:2022 

ed ISO 9001:2015. L'Alta Direzione si impegna a esercitare la leadership secondo quanto stabilito da tali norme. 

Miglioramento Continuo 

L'Alta Direzione si impegna a migliorare continuamente il SGI attraverso: 

• La revisione periodica del SGI.

• L'identificazione e la gestione dei rischi per la sicurezza delle informazioni e per la qualità.

• L'implementazione di azioni correttive e preventive.

• La formazione e la sensibilizzazione del personale sulla sicurezza delle informazioni e per la qualità.

Conclusione 

L'Alta Direzione è convinta che questa politica per la sicurezza delle informazioni e della qualità sia fondamentale per 

il successo e la reputazione della nostra azienda. Ci impegniamo a fornire un ambiente sicuro e protetto per le 

informazioni dei nostri clienti e a migliorare continuamente il nostro Sistema di Gestione. 

Data: 

16/01/2026 

Firma Alta Direzione: 


